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Security Breaches

GUM Workbench is an independent application which runs on Windows desktops. GUM Workbench will not use
the internet during normal usage and is therfore not affected by security breaches of servers and Internet
browsers.

GUM Workbench uses for its calcualtion no open-source-libraries. Therefore GUM Workbench is not affected by
security breaches found in these libraries.

Some extensions of GUM Workbench are using the script language Python. Security breaches found in Python
might therefore be relevant to GUM Workbench. Up to now, no relevant security breaches are known in the used
versions of Python.

GUM Workbench is not affected by the known critical security breach in the Apache Log4j logging library.
GUM Workbench is not affected by the known critical security breach Samba CVE-2021-44142.
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